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Templates and Components

We are working on the translation of the Pandora FMS
documentation. Sorry for any inconvenience.

Templates and Plug Ins
Introduction

Pandora FMS performs all checks through modules allowing you to process different data types
depending on the element to be monitored. The full default module list for Pandora FMS can be
checked by clicking on Resources > Module Types.

| remaote cmd_proc 5
Reporting ==

e jcmp Fi

Tools Component groups e icrnp_proc R
Discovery Module categories & snmp Ri

Resources Module types E_Snmp_inc Fus
. Maodule types
Profiles Module groups & SNMp_proc Fis

Configuration nsert Data e snmp_string Fii
Alerts Reso orting e top R

Events Resource registration e tep inc Ru

Servers

remote tcp proc Ri

Setup .= 10 remote_tcp_string R

Admin tools = — web_analysis |

Links
. o 32 web_contant_data Ri

Update manager
- web_contant_string

Module library

There are different module types in Pandora FMS:

e async: Asynchrounous data.

e generic: Generic data.

» keep_alive: Special keepalive module, useful to control the status of the last contact with an agent.
e icmp: ICMP check (ping).


https://pandorafms.com/
https://pandorafms.com/
https://pandorafms.com/

e snmp: SNMP check.
e tcp: TCP check.
e web: Network check.

These module types can stock different types of data:

e data: Numerical data.

e proc: Boolean values. ! means true and 0 means false. For example, for web modules it means that if
the value exists, it returns 1 and if it does not exist, it returns 0.

e string: Text string.

e inc: Incremental data, e.g. the amount of packets sent by an interface will always grow. They show
growth by time unit.

* inc_abs: Absolute incremental data, showing the value increase since the last reading.

Components

What is a component?

A component is a “generic module” which can be repeatedly applied onto an agent, as if it were a
module's “master copy”, generating a module associated with an agent. That way having a
database of your organization's most used components turns out to come in handy when it comes
to monitoring, since you have your own components adapted to the technologies you usually use
and you just have to apply these components to the new agents.

There are two types of components. Network components, which group all remote modules (wmi,
tcp, snmp, icmp, plugin, web, etc.) and local components, which include the software agent
module's definition as “pieces”, ready to be incorporated to the configuration file of the agent
(with remote configuration enabled, Enterprise version), or they can be cut out and pasted into the
agent's configuration manually (without remote configuration, Community version).

Component template

What is a component template?

Pandora FMS offers the possibility of grouping network components in “templates” so that you
may apply multiple network components directly on an agent. This makes it easy to deploy
monitoring, as you create several modules simultaneously through the network components
associated with a template.

applies the network components associated to a template to detected hosts,
adding the specified modules automatically and allowing a fast and automatic monitoring
deployment.
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Network Components

Network components are elements that enable remote network checks. Pandora FMS has about 40
preconfigured network checks, while the Enterprise Version comes with more than 400.

Pandora FMS network components can be created and viewed on their management page by
clicking on Configuration » Templates - Remote Components.

Pandora FMS
the Flexible Monitoring MNet ® Q (:j.'
T Goto Fetwark Component

Monitoring MODULE MANAGEMENT » REMOTE COMPONENT MANA

Topology maps

Reporting
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M > RN e wiE X
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Profiles Remote components

Configuration Manage policies , Remote comp
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. ~ . SHME = o S ’ y
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MIE

Y Ve

Credential store
Admin tools
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Update manager

Module libra ry

There you may look for the already existing components (by filtering 'by groups' or by 'free-text
search'), see their configurations detail, modify them and create new ones.

To see the properties of any module, click on its name. It will take you to the editing page, for
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instance all the Host Alive network component details:
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MODULE MANAGEMENT » REMOTE COMPONENT MANAGEMENT

Mame

Type &)

Group

Crynamic Interval

Warning status

FF threshold

Historical data

Min. Value

Unit

Critical instructions

Warning instructions

Unkmown instructions

Description

Category

Tags

Enterprise SMMP String

User suthentication

Privacy method

Authentication method

Post process

TCP send

TCPraceive

Comimand

Credentizl identifier

Hest Alive

Remote ICMP network agent. ... ™

Metwork Mansgement d

Mane Sk -

Min. | 0.00

Max. | 0.00
Imerze intarval [
Keep counters [

@ Change allstatuses:| O

") Change each stztus : To normal’ Q

Critical status

To warning’| O

Check if host is alive using ICMP ping check,

Mane o

Tags avsilable

configuration

Cpu_uzage

critical

dizk_raze

disk_uzags -

AES A

MD5 v

Mane A

SHMP version

SHMP community

Password suthentication

Privacy pass

Security level

Mame OID )

Modulegroup | Metworking -

Interval 5 minutes v

Min. | 0.00

Max. | 0,00

irverse interval [

To"critical’

Max Valus o

Discard unknown events

Tags selected

Authenticsted and non-private method

Targst 05 Inherited -

‘ Goback "‘| Update ©
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When applied to a module, this one will obtain the network component details, except for the IP
address field, where the main agent IP address will automatically be adjusted. All parameters can
be edited afterwards (for example: changing WMI module user/password).

Pandora FMS

- e EMLES o OIS LU0 Seaind B

2 e & E YIS

A " m B 1N o8 B X e

Base options

Using module
component .
Fost Alive
Name Dissoled Module group| Networking
ID 23 m
Type Remote ICMP network ogent, boolesn dota (remote_icmp_proc)
Mir | Q.
1004 Mormal 5
Warning threshold Max| 0.00 .- mal Seatus
Warning Status
el al
40 W Critical Seatus
n | Q.00 2
Critical thrashold Max| 0.00 I—::
e val K-
=100 -
Historical data
Target 1P 127001

If any template is modified, its new values will only be
applied to the modules created from that moment on, not
to the the ones already created.

To modify component values, click on the name of one them and modify the desired values in the
editing page, e.g. the interval. Once updated, click Update at the bottom of the page to save the
changes.
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[
&) Conmand

Credential identifier Mone v Target 05 | Inherited v

Goback * | Update

From that moment on, the new component configuration will be applied to the agents where said
module is added.

Creating new Network Components

You may create four types of network components:

e Network components.

¢ Plug-in components (server addons).
e Wizard component.

e WMI components.

To create a new network component, go to Configuration »Templates - Remote components. Go
to the bottom of the page, select a network component within the drop-down menu (Network,
Plugin, Wizard or WMI) and click on Create.

[Protocol respanss, na_. T mmemm A r
MAA S
Check FTF protocgl) ment

MR,

M,
" Create anew plugin component  ["EM M ED

Checks port 22 is

&«

Create a new wizard component
n 9101112 |13 | 14

Create a new WhI component

Create anew network comp... = Create # H Dl

Later, configure all component fields and click on Create. This is the WMI component creation
screen.
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MODULE MANAGEMENT » REMOTE COMPOMNENT MANAGEMENT

Mame

Type

Group

Crynamic Interval

Warning status

Critical status

FF threshold

Historical data

Min. Value

Linit

As you fill in the required fields, keep in mind that you are filling out the description of a “generic”
module which will be applied to different agents. Some parameters such as snmp community, user
or password may be different according to the agents that may apply the module later on, so you
may leave them empty. If you have a common user policy for your systems, you may leave the
modules completely configured by entering users, passwords and other data common to all agents

here.

Generic boolean

@ Change all statuses:

(=]

~
Ly

Change each status: To " mormal| 0

Module group Application

Interval 5 minutes
To “warning | O To "critical| O
Max Walue 0

Discard unknown events
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MODULE MAMAGEMENT » REMOTE COMPOMENT MANAGEMENT

Mame

Type @)

Group

Crynamic Interval

‘Warning status

Critical status

FF threshold

Historical data

Min. Value

| Remote ICMP network agent (... |

| General group v |

[ one | %

Min. | 0O

Max | 0

Imverse interval [

Min. | O

Max | O

Iverze interval [

Keep counters [

(m Change all statuses: 0

("3 Change each status : To "rormal’ 0

The same process applies to plugin components.

Muodule group | Application

Interval | I minutes:
To warning| O To aritical| O
Max Walue 1]

Discard unknown events
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MODULE MAMAGEMENT » REMOTE COMPOMENT MANAGEMENT

Marne

Type Genzric boclean b Madule group | Application v
Group General group v Interval 5 minutes '
Crynamic Interval Mone hd #

el 0
Warning status Max | O
Irmversea intersal
el ]
Critical status M| 0
Irmeerse intersal
Keep counters

FF threshold (@ Change all statuses: O

Change each status : To 'mormal’| O To warning| O To aritical| O
Historical data
Min. Value o Pax Value 0
Uit Discard unknown events

In this case, similarly to creating a plugin module, when selecting a plugin in the interface, the
fields defined in the plugin macros will appear.

Local Components

Local components are the ones that can be applied to software agents. If you have Pandora
FMS Enterprise Version, these components can be applied automatically on agents through
policies or manually (one by one) within the agent remote configuration editor.

Check the in order to know how to remotely
apply a local component to a software agent in Pandora
FMS Enterprise.

Local components may also be used in Pandora FMS OpenSource version. However, they will not
be applied automatically through Pandora FMS. You must access the agent directly and enter the
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changes in the configuration file manually. Pandora FMS Enterprise version has dozens of local
modules to apply to the policies and to the agents automatically, sorted out by categories.

Local components wor similarly to network components, once you go to their management page,
Configuration > Local Components:

Workspace .
SP disk _root free

Tools Templates Module templates
Discovery Inventory modules Private Enterprise Mumbers
Resources vlanage agent autoconfiguration Local components

Profiles Software agents repository Remote components Local components

Configuration Manage policies sedirs
Alerts Collections

Events Duplicate configuration a
Servers Bulk operations

Setup Credential store

Admin tools

Links ]
Total items: 5%

Update manager

Module library

This screen displays the already existing local modules, which can be filtered by different
parameters (group, operating system, free text query). You may also also see, modify and create
new components here.

To see any module's properties, click on its name. The link will lead you to its detail page, which is
shown below.
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MODULE MANAGEMENT » LOCAL COMPONENT MANAGEMENT

Mame

Type )

Group

Drynamic Interval

Warning status

Critical status

FF threshold

Historical dats

Min. Value

Unit

Diescription

Configuration

Critical instructions

Warning instructions

Category

Tags

Macros
Description [_field1_)

Help [_field1_}

Buszy XML Threads

Windows -

Genericrumeric

Citrix

Maone

Min. | 0.00

M | 0.00
Troverse interval [

Min. | 0.00

M| 0.00

Troverse interval [

Keep counters [

@ Change all statuses:| O

(") Change each status: Te 'normal O

To "warning’| O

Discard unknown events C
Module group Application
Interval 5 minutes
100 I Normal Status
= Warning Stat
50 rming Status
40 W Criticzl Status
20
0
-20
-£0
-50
-20
-100
Tz “critical| O
FlipFlop timeout Dizabled
Max. Value a]
Post process 000000000000

Total threads in the manager who manags the sessions. If there are more than X0 service fails. MOTE: Run this medule only in managers

module_begin

riodule_name Busy XML Threads

module_description Totzl threads in the managsr who manags the ssssions. If there are more than X0 service

fails. MOTE: Run this module only in managers

module_type generic_dsta

rrodule_seec Typepert " MAQUINA Citrix Metaframe Presentation Server'Mumber of busy XML threads' -sc 1

module_end

Mong i

Tags available
configuration
Cpu_usage
critical
dizsk_rate
dizk_usags

Add macro @

Default value |_fzldl )

Tags selected

‘ Update &
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As you can see, local component configuration is quite simple. The configuration's elements are
described below.

e Name: Component name. This name will be visible when selecting the component to create an
agent's module.

e OS: Operating system the component is intended for.

e Group: The group the module belongs to. It is quite useful to filter and assort by monitoring
technologies.

e Description: Module description. A default description, which can be modified, is already in there.

e Configuration: The component's configuration like the module's configuration for software agents. For
more examples or to get complementary information, check the Module definition section in

e Warning Status: The interval in which the status changes to warning. If the box inverse interval is
checked, the status will change to warning if it is not within the range of the defined interval.

e Critical Status: Interval where the status changes to critical state. If the box inverse interval is
checked, the status will change to warning if it is not within range of the defined interval.

e Warning Instructions: Instructions to follow if the status changed to warning.

e Critical Instructions: Instructions to follow if the state changed to critical.

e Unknown Instructions: Instructions to follow if the state changed to unknown.

e Category: If you need to group or categorize differently, you may define categories here.

e Tags: You may assign tags here.

e Macros: You may define macros within the execution module (module exec) or plugin parameters.

Creating new local components

To create a new local component, click on Configuration » Templates - Local components and
click Create, which is located at the right bottom of the page.

A page containing the form for creating new local components will be displayed. Fill out the form
with the information given above and click Create to save.

Local execution macros

From Pandora FMS versions 5 onwards, it is possible to define macros within local components.
These macros are used in the module_exec parameter. They follow the structure of fieldl |,
_field2 ... fieldN .

In the module edition form, macros will appear as normal fields, completely visible for the user.
Each macro has three fields: Description, Default value and Help.

e Description: It is the label next to the field in the module form.

e Default Value: An optional value to be loaded by default in the module form field.

e Help: Optional string to add additional information to the field. If defined, a tip will appear next to the
field with that string.
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Description (_field1_) Process Default value (_fieldi_) ssh

Help (_fieldi_)
Mumber of the proceses running with the process name

Add macro o

If a module component contains macros, the configuration data will be hidden by default to
simplify the view:

Using local component
. Linux j test j
HName test Disabled | | Module group Application :I
Module parent Not assigned :l
T '.- Generic boolean :]
Dynamic Threshold ! #
\ -] None - Normal Status M Warning Status ~ Critical Status Wl
100
g0
Min, O 60
Warning status (7] Max. 0 40
Inverse interval || 20
0
-20
Min. © -40
-60
Critical status ©@ e O -

Inverse interval ||
-100

») Change all statuses : |0
FF threshold '.'

| Change each status : To 'normnal’ To "warning” To “critical’
Historical data =
process ssh
Num instances 1
w

Show configuration data

But it is possible to view and modify them.
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Process s5h

Num instances

Hide configuration data >
madule_begin
e module_name test
Data configuration ** module_type generic_proc
module_exec If | ps aux | grep _fieldl_| wc gt _field2_]. then echo 1; else echo 0; fi

module_min_warning 0
module_max_warning 0
module_min_critical O
module max critical 0

_fieldl_ = process
_field2_ = Num instances

Module Templates

Module templates are templates that contain network check modules. Once created, these
templates can be directly applied to agents, avoiding the need to add modules one by one, or
apply the templates when carrying out a

Click on Configuration -» Templates - Module templates to manage the module templates.

Tools

Discovery

Resources

Profiles

Configuration

Alerts

Setup

Admin tools

Links

Update manager

Module library

Templates

mventory modules
Manage agent autoconfiguration pcal componemnts
Remote components

5 re Sgents repos

Manage policies indows hardware monitoring templae WL

Collections L

> monitoring template (Whl)
Duiplicate configuration

AP monitoring templace (AMI)
Bulk operations

DSTC mionitoring template (Wl

Credential store

Windows M5 S0L Server M5 S0 Server monitoring template (VI

Windows Printers Windows priners monitonng template (W

Windows system monitoring temiplate (AWMI)

Windows Systemn

The template management window, which contains many default templates, will be displayed:


https://pandorafms.com/manual/!775/en/documentation/pandorafms/monitoring/04_discovery
https://pandorafms.com/
https://pandorafms.com/
https://pandorafms.com/

Configuration / Templates

MODULE TEMPLATE MAMNAGEMENT

pandorafms

Total items: 20

-

Click on any of the templates to see their details, or on the trash can icon in the right column to

Mame

Basic DMZ Server

monitoring

Basic Monitoring

Cizco MIES

Limie Server with SMMP

Limies Sy=temn

hemory used by a service

MyS0L

Metwork Management

Oracle

Windows Active Directory

Windows Antivirus

Windows DMS

Windows Exchange

Windows Hardware

Windows (15

Windows LDAP

Windows MDSTC

Windows M3 S0L Server

Windows Printers

Windows System

Description

This group of network checks, chi...Jes located on DMZ servers_

Only checks for availability and latency of targeted hosts.

Cizoo devices monitoring template (SMMP)

Group of "basic® modules for SMM[.-]s and a full range of System

Linux systern maonitoring template (SMMMP)

For monitoring amy service at GM[...] server, "MyS0L" as default.

khySOL monitoring template

Basic network monitoring template

Oracle monitoring template

Active directory monitoring template WI)

Windows antivirus monitoring template (WL

Windows DMES monitoring template (W]

Exchangs monitoring template (W]

Windows hardware monitoring templae (W)

115 monitoring template (WhAI)

LOw&P monitoring template (W)

FDETC monitoring ternplate (Whl)

M5 SOL Server monitoring template (W)

Windows printers monitoring template (WL

Windows system monitoring template (WL

delete it, or on Create to create a new template.

By clicking on the name of a template you will see its details, for example, the screenshot below

Action

B 8 S 8 8 = 8 = = 8 5 & = 8 6 @ 8 8 8
HEHEEDERDRRHRERRE R R B BB B E

Celete selected items * ‘ ‘ Create

.
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shows the details for the basic monitoring module template.

Co ‘|"|-;,. ration / Templates /" Module template ma nagement

MODULE TEMPLATE MANAGEMENT

Mame Basic Maonitoring
Description Only checks for availability and latency of targeted hosts.
PEM

Metwork Management

Module Mame Format Type Description

Host Alive E DPEx  Checkif host is alive using ICMP ping check

Host Latency E D Get host network latency in milizeconds, using ICMP:

Update |

Add components ®

Delete

| Gobady *

Below is the list of modules included in this template. In order to delete a module from that
template, in the right column, click Delete and the corresponding trash icon.

Finally, there is the form for adding modules when clicking on Add components. You may filter by

module group, and then select the module and add it.
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Filter
Group

Components

PE | Aborted connects
AD Apphgmt
AD Dnscache
AVGIDSAgent_status
AVG_firewsall_status
AVG_watchdog status
BIOS Manufacturer
BIOS Mame
BICS Serizl Mumber
BIOS Status

pandorafms

Add components

Group - All

Add components

Cancel | |

Ok

Hoet Al el B heel i hact e alhea ocing D nins checls

Creating new module templates

L

In order to create a new module template, go to the main management page, Configuration -
Templates - Module templates and click on Create at the bottom-right side of the page.

A page containing the creation form for new local components will appear:

20/49
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Configuration / Templates

MODULE TEMPLATE MAMAGEMENT

Mame Basic Monitoring for Ubuntu

Description A fews miodules for that popular operating system based on Debian.

PEN

%,

‘ Create

‘ o back "“

Enter the name and description for the new template and click Create.

Then you may add modules to the template by clicking on Add components.
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Configuration / Templates /' Module template man

MODULE TEMPLATE MANAGEMENT

pandorafms

agement

SUCCESS
]

Templzte Basic Monitoring for Ubuntu successfully created

INFORMATION
o

Mo medule blocks for this profile

Mame Basic Monitoring fior Ubuntu
Add components x
an
Filter
Group Group - All A
Components

Abarted connects
AD AppMzmt

AD Dnscache
AVGIDSAzent_status
ANG firewall_status
ANWG watchdog status
BIOS Manufacturer
BICOS Mame

BI05 Serial Murnber
BIOS Status

| Add components #

Update ©

Select the modules at the bottom, filtering them by group if necessary and click on OK.

Keep in mind that you may delete the unwanted modules by selecting them and clicking Delete.
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7 Linux i
Module Mame Format Type  Description Dielete
Linux available - . . . =
dick / W @85 Availablefres spacein mountpoint / m
Linwz available cus

. Available memory %
Memory percent (= - = @
Linux processes E OV &F.  Running processes ﬁ
Linuxsystemlosd [W] @ &%  Currentload (5 min) ]
Linux uptime [w e syctem uptime ]

“ UCD Mibs (Linux, UCD-SNMP) il
Module Mame Format Type Description Delete
CSCPU Load (1 . .

o ' [®] &% CPULoadinOperating System {UNIX MIE) i
min)
05 Total process E DS Total process in Operating System (LN MIE) ﬁ
| Goback * ‘

To finish off, remember to save the added modules by clicking on Update.

Applying a module template to an agent

In order to apply one of the existing monitoring module templates or a recently created one, go to
agent configuration through the menu Resources -» Manage agents.
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Pandora FMS )
HII o S Enter keywords to sesn
EWMOT E NP @8N tha Flawible Monitoring Syetam
Resources

y— AGENTS DEFINED IN PANDORA FMS

Reporting Show Agants

Manage agents bl Omiby enabl

Tools
Di SCOVETY
Resources

Profiles

o_m
Edf | Modules | Aljrts | View

ldap-server

From the agent list, select one through the corresponding Modules link (see previous picture).

Once you see this window, click on Module templates at the top of the page.

F‘anflclra FMS _ Enter keywords to search {:l Ii:j o =] ' *‘-f _ 1 {Dc

the Fleoble Monitoring system

R . T
Resources / Manage agents / Modules

DOCKER S ' nm 3 I V-

I 1 T

On the following picture, modules that already contain an agent and existing module templates
are displayed.
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Resources / Manage agents / Module templates
o
DOCKER VA woA B X e
Basic Monitoring for Ubunty & ‘ Assign ¥ ‘
Basic Monitoring -
W - Type Descriptian Action
B Ubuntu B o i &
Ot Basic DMZ Server B o m f
monitoring
Ok DaTh T
Cisco MIBS = L )‘
Do{ Linux Serverwith SNMP - B o= m J"
Metweork_sage Evies B%®  Totsl bytesdsec transfered in this system ﬁ )‘
COU Load B User CPU Usage (3] i &
DisklUs=d_/ B m™ % used space. Filesystem mounted: /devimapperig_pandora-hv_ ﬁ )‘

Select a template and click Assign. The modules contained in this template will be added
automatically. Once the template is applied, delete some of the modules by clicking on the trash
can icon, or you may edit them clicking on the tool icon.

Added modules will have an automatic description based on the template's name:
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Resources / Manage agents

DOCKER S " om [E i oA B X e

SUCCESS

hiodules successful by added

v

Basic Monitoring v | Assign 2 |
Module name Tpe Descriptian Action
Dizily check B ﬁ !
Diocker containers B o i &
Diocker images B wm ﬁ &
Docker status B o M d"
Metwork_Usage Bytes Uat  Total bytes/sec transfered in this system ﬁ f
CPU Load B o User CPU Usage (%) i
Dizkliz=d_’ B wm B used space. Filesystern mounted: /devimapper/vg_pandora-lv_ ﬁ d}'
Dizkl=zed_/boot B oem %% used space. Filesystern mounted: devioedal ﬁ f
Dizklized_‘home B oars  %used space Filesystem mounted: idev’mapper/fvg_pandora-iv_ m j"
Dizkliz=d_fvar B wm B used space. Filesystern mounted: /devimapper/fvg_pandora-lv_ ﬁ f
Liruwe: available disk / nars | Created from a template Basic Monitoring for m J’
Linwex awvailsble memory percent QP &if.  |Created from a template Basic Monitoring for ﬁ j"
___ Linucuptime fost  |Crested from a tzmplate Basic Monitering for ﬁ &
hemory_Used B v LUsed memory % ﬁ f
05 CPU Load (1 min) QP | Crested from a template Basic Monitoring for ﬁ 4"'
05 Total process s | Created from a template Basic Monitoring for m j’

The templates applied to the agent are not displayed, just
the modules they contain.

Private Enterprise Number

All SNMP devices have their own OID, which is exclusive to each device brand and model. There is
a number occupying the seventh place within those strings, which is the one that gives away
which manufacturer it is from.

This is the manufacturer's Private Enterprise Number ( ) and it is registered on . These
PEN can be configured in Pandora FMS to use them together with module templates and therefore
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add dynamic monitoring.

Go to Configuration -» Templates - Private Enterprise Numbers to have acces to the list of
registered PENSs.

Pandora FM5

nter keywords to search Cl

(03]

Configuration /' Templates

Monitoring PRIVATE ENTERPRISE NUMEBERS
Topol

Filter

Reporting

Events Show| 20 * |entries

Wiorks pace

Tools Templates Module templates

Discovery mventory modules Private Enterprise Mumbers

Private Enterprise Numbers

Resources. Manage agent autoconfiguration

Software agents repository Remote components

Cisco System

Manage policies
| Hewilett Packard
Lollecnons

Duplicate configuration Apple Computer, Inc.
Bulk operations Cracle

Credential store Hitachi, Ltd.

Admin tools D-Link Systems, Inc.

You may edit and/or delete each of the registered PENs by clicking on the corresponding icons
from the Options column.
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Configuration / Templates

PRIVATE ENTERPRISE NUMBERS

“ Filter

Free search | Filter ¥

Show| 20 w  entrizs

2Nz>r.

A PEN Manufacturer Description Diptions
2 ibm Bk G,
£ iz Unix @\ ﬁ
9 cisco Cizoo System Q ﬁ
11 hp Hewlett Packard G T
43 apple Apple Computer, Inc EL ﬁ
111 oracle Oracle @\ ﬁ
114 hitachi Hitachi, Ltd. @, T
171 dlink D-Link Systems, Inc. G o
173 netlink Metlink G
3861 fujitsu Fujitsu Metwaork Communications, Inc. @‘ ﬁ
54845 alcatel Alcatel-Lucent Enterprizs @" ﬁ
8574 synology Synology Inc. '@" ﬁ
2072 general_snmp M=t SHRP @L ﬁ
10002 frogfoot Frogfoot Metworks Q m

2Nz>r.

‘ Register manufacturer * |

To register a new manufacturer, click on Register manufacturer. Just insert the manufacturer's
corresponding PEN, indicate its name and a description. That way it will be added to the existing
list.
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appie APPIS LOMpUTET, INC. L, W

Register new manufacturer x CN
Qm
am
NI
N |
Qm

Cisco System aQ®

N i

Qm

am

N i |

Qm

Wi

NI

frogfoot Frogfoot Metworks G,

PEM

Manufacturer
Cisco

Description

Lt 20of 27 entries

‘ Register manufacturer * ‘

In module templates, one or several PENs will be indicated so when there is a discovery task,
Pandora FMS is able to retrieve the information about the device's manufacturer and add the
appropriate monitoring information.



https://pandorafms.com/
https://pandorafms.com/
https://pandorafms.com/

MODULE TEMP

emplates | Module termplate management

LATE MANAGEMENT

Mame Cisco MIBS

Description Cisco devices monitoring template (SNMP)

PEN H

Add components | Update |
Cizco MIBs ﬁ
Module Mame Format Type  Description Delete
Catalyst CPU B o Cisco Catayst Switches CPU Usage. Taken from .
Llsage (Smin) i ftpoftp.cisco.com/pub/mibs/oid/OLD-CISCO-CPU-MIB.oid o
HSRP Status [®] @%F  Getstatusof HSRP 1]

Wizard components

Within the capabilities of SNMP and WMI wizards, there is a type of remote components called
Wizard components.

These components allow to set a base configuration for the modules that will be generated in the
agents when executing any of the wizards (SNMP or WMI). Besides, it will offer the possibility of
generating several modules dynamically through only one component. For example, a component
to scan device storage units or processes in execution.

Configuration » Templates -» Remote
components.
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PANDORSENMS

Total items: 693 <<n1 2(3|4|5|6|7(8|9|10(11(12(13 (14| > (*»
[J Module name Server Type Description Group Max/Min Action
[ 05 Total process ¥ BNME o otal process In Operating System (UNIC MIE) UCD Mibs {Linux, UCD-SNMP) NIA § MIA ]

[ ] ©SCPU Load (1 min) E nata  CPU Load In Operating System (UNLC MIE] UCD Mibs (Linux, UCD-SNMP) NAA T NIA @ ﬁ
[ sysname [®] @PTET cetnume or system using snup standard s General group NI& T NIA i/
[0 osuUsers [®] OWE  scve umer i operang sysem wnocaney UCD Mibs (Linusx, UCD-SNMP) naGNA [ @

Catalyst CPU Usage (Smin) E] @ EE  cizco Catayst Switches CPU Usage. Taken fram fmi/ftp.cl. Cisco MIBs NAAJ NFA 1]

Templates

Cisco MIBs naGNa [ @

Network Management NIA T NIA (1]

Network Management NaTNA [T @

Network Management NAA / NA 1]

E B Output throughtput on Interface #1 Network Management N/A T NFA 0O @

E] SR Output troughtput on interface #2 Network Management NAA 7 NFA 1]

E B Output troughtput on Interface #3 Network Management NAA T NIA 0O @

E] SR Input troughtput on Interface #1 Network Management NAA T NIA (1]

[ ifinOctets_if2 E B Input throughtput for Interface #2 Network Management NAA T NFA 0O @
[ ifinOctets_if3 E] SMP  nput througnt on interface 53 Network Management NAA T NFA i1
O] Host Alive E @A creckf hast iz sive using ICMP ping check. Network Management NAA T NFA @ (1]
[J Host Latency E] P EME et nost netwar iatency in milseconas, wing ICME. Network Management N/A { NIA i1
[C] Check HTTP Sarver E W . Test APACHER MTTP service remotely (Pratocs respanseNos Network Management NAA T NFA @ (1]
] Check FTP Server E] WP A cteck TP pratocot, net aniy check port. Network Management N/A/ NIA i
[C] Check 55H Server E W S checks port 22 opened Network Management NAA T NFA @ 1]

Total items: 693

[}

((n12345E78910‘I112 14> »

| Create a new wizard component |-)~| Create > | ‘ Delete ""."

These components can be created from the menu Configuration - Templates - Remote
components,
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Pandora FMS
the Flexible Maonitoring Met ® Q G
Goto Fetwark Component

Topology maps
Reporting
Events Group A

Workspace

M > R e w [ X @

Resources Manage agent autoconfiguration
Profiles Software agents repository
Configuration Manage policies

Collections

% M = P F

" - ' GNP
Duplicate configuration OATA
Bulk operations
Credential store T

Admin tools
Links (] osusers x; TaTa
Update manager

Module library

Monitoring MODULE MANAGEMENT » REMOTE COMPONENT MANA

Free Search

Tools Templates Module templates

Discovery Inventory modules Private Enterprise Numbers

Remote comps

CP Laad in Ciperating Svstem (UMD MIE}

Gt name of system using SNMWP standard

MIB

Active usars in Opersfing Svstem (LINIX MIB]

Select the option Create a new wizard component and click Create.
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FROE ek okl aihew using BEMP ping chask Metwork Management P A @ m
EPEETE Gt rostrasworciasancy b milaesonza, calng ICMF, Metwork Management PR A ﬁ
[ i L T —— nana [ @
Wi ovmrmmorme sy e Create anew network component AR A ﬁ
P cecseniucoee: Creste a new plugin component P LA g ﬁ

KI P10 11| 12|13 (14| » | »

Create a new Wl component

Create a new WMI componenit . ‘ Create * | Delete ‘

In the creation box, there is a key option: the protocol of the Module to be used. There are two
protocols available, SNMP (by default) and WMI, and although both of them share common fields,
they also have different fields.

MODULE MANAGEMENT » REMOTE COMPOMNENT MANAGEMENT

Enshled O Add by default . @
Maodule
Module protocol SMMP | E

narme
Marne OID Manufacturer ID m
Madulz Wbl

Murneric i Component Group I L
type
Module

unit
The common fields are:

e Enabled: By activating this token, you will be indicating that the component will try to scan when the
wizard is launched.

e Add by default: It allows to choose whether the modules generated by the component will be
mchecked to be added by default when launching the wizard. That means that if the token is
activated, the modules generated by the component will be checked by default in a view that you will
find later and they will be added to the agent. This action does not mean that it cannot be modified,
so in this view you can make modifications and uncheck or check at will and change thresholds,
descriptions, etc.

e Module name: Name that the component will have and default name for the modules generated by it.
It will be possible to use some macros explained in following sections.

e Module protocol: It allows to choose between SNMP and WMI (some fields change).

e Module type: In this drop-down list, you can choose the type of data that the modules generated by
the component will obtain.

e Component group: Group to which the component will belong. It allows to organize the way the
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modules will be presented.

e Module unit: Unit of the data obtained by the modules generated by the component. It is a totally
editable field, so you can add the measure needed.

e Warning status: In this section you can set a threshold by default for the warning status of the
wizard-generated modules. Although here a range is indicated, there will be the possibility of
customizing it for each module in the final view that collects all the found modules.

e Critical status: In this section, you may set a default threshold for the critical status of the wizard-
generated modules. Although there is a range in here, you may customize it for each module in the
final view that collects all the found modules.

e Description: This is a description that will have the component and at the same time, the modules it
generated. You will be able to use some macros. (They will be shown later on).

e Scan type: It allows to choose between two scanning modes that can be performed by wizards with
this component. This field determines whether a component will generate one module or several. The
selected value will affect how other specific fields of each wizard must be filled out.

o Fixed: The component will only generate one module. For example, get the uptime of the
device by SNMP.

o Dynamic: The component could generate one or more modules. For example, to obtain the
percentage of disk unit usage by WMI.

e Execution type: This field indicates the execution type for component-generated modules. It is useful
to determine the Pandora FMS server the modules will belong to when created depending on where
the wizard is launched from.

o Network: The modules generated by the component will get their data with Pandora FMS own
system for SNMP and WMI modules. These are , and

o Plugin: The modules generated by the component will obtain their data from the execution of

commands, plugins or customized scripts. Thus, they will be executed by the or
satellite server through exec modules.

SNMP wizard
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MODULE MAMAGEMENT » REMOTE COMPOMENT MANAGEMENT

Enablzd O Add by default 9O
Module
Maodule protocol SHMP AR E

name
Mame OID Manufacturer ID Al v
Maodule

Boolean v Component Group General group L
type
Module

2]

unit .

Min | 0 Min.| 0
Warning Max 0 Critical Maz 0

[rversz interval [

Irnersz interval [

Description

s
Scan Type Fixed - Executiontype | Metwork -
Value CID

Create ™

‘ Goback *

The specific fields SNMP wizard components are:

e Name OID
e Manufacturer ID
e When Execution type is set in Network:
o Value OID
e When Execution type is set in Plugin:
o OID Macros
o Value operation
o Satellite execution
o Server plugin
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MODULE MAMAGEMENT » REMOTE COMPOMENT MANAGEMENT

Enabled O Add by default O

Module

Maodule protocol SHMP AR E

narme

Mame OID Manufacturer ID Al v

Madule
type

Boolean v Component Group General group L

Module

unit
Min | 0 Min. | 0
Max. 0 Critical Mac 0

Warning

Imverse intera) [ Irnerse interval |

Description

Lcan Type Fized v Execution type Plugin i

Macros OID

Value operation

Eatellite
execution
I PB4l Plugin w» | Plugin to get IPMI monitors from a IPRMI

Lerver plugin
Dvics

Target IP

Password Username

Additional
Options

Sensor

Name OID
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It allows to indicate an from which a value will be obtained that could be added to the module
name through a macro. It is especially useful when you get multiple modules generated by a
dynamic component. That way they get different names by default. But it is not limited to dynamic
components, since it can be used also for fixed scanning components.

The value of this OID is stored in the macro nameOID , that can be used in the Module name
field.

If used in dynamic components, the OID indicated in this field should be a branch of SNMP and not
a final OID. For example, ifthe OID .1.3.6.1.4.1.2021.10.1.2 is indicated, the values that
the macro will have in each module will be obtained from the OIDs
.1.3.6.1.4.1.2021.10.1.2.x, where x represents each of the terminations that the branch
may have.

If used on fixed components, the OID indicated in this field must be a final OID. For example, if the
OID.1.3.6.1.2.1.1.5.0is indicated, the value the macro will have in the module will be
retrieved directly from that OID.

Manufacturer ID

It allows to indicate the ID of a specific manufacturer for which the SNMP wizard component will
take effect. That way, for all devices against which the wizard is launched, and whose Private
Enterprise Number (PEN) is registered in Pandora FMS for the manufacturer ID assigned to the
component, it will be tried to obtain the modules it generates. For example, a component assigned
togeneral_snmp will be scanned for all devices with PEN 2021 and 8072.

If you indicate as manufacturer All, the component will be scanned for any PEN registered in
Pandora FMS.

The Private Enterprise Number (PEN) must be registered in
Pandora FMS console to use Manufacturer ID

Network SNMP execution

When the type of execution is Network:
Value OID:

It allows to indicate the OID from which the component-generated module data will be obtained. If
used in dynamic components, the OID indicated in this field should be a branch of SNMP and not a
final OID. For example, ifthe OID .1.3.6.1.4.1.2021.10.1.3 is indicated, the values that the
modules will have will be obtained from the OIDs .1.3.6.1.4.1.2021.10.1.3.x. In addition,
the X node of each OID must have the same value for the X node of the Name OID field if used.
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If used in fixed components, the OID indicated in this field must be a final OID. For example, if the
OID.1.3.6.1.4.1.2021.11.9.0is indicated, the value that the module will have will be
obtained directly from that OID.

Scan Type Fixed v Execution type Metwork

Value OID 136.14.1.2021.11%90

SNMP Plugin execution

When there is a plugin execution:
OID Macros » oid N _

The main purpose of using plugin components is to be able to perform operations with the values
of one or more OIDs in the same device, such as obtaining the used-memory percentage from the
used-memory bytes and the total available memory bytes.

That is why in these components, you can indicate as many OIDs as you need to use them in other
fields.

Besides, these OIDs, or their values, can be used from the o0id N_macros. Depending on which
of the following fields the macro is used in, the value of the OID or the OID itself will be used.

If used in dynamic components, the OIDs indicated in these fields must be a branch of SNMP and
not a final OID. For example, ifthe OID .1.3.6.1.4.1.3375.2.1.7.4.2.1.3 is indicated, the
values that the modules will have will be obtained from the OIDs
.1.3.6.1.4.1.3375.2.1.7.4.2.1.3.x.In addition, the X node of each OID must have the
same value for the X node of the rest of the OIDs used and the Name OID field if used.

If used in fixed components, the OIDs indicated in these fields must be a final OID. For example, if
the OID .1.3.6.1.4.1.2021.4.6.0 is indicated, the value that the module will have will be
obtained directly from that OID.

Value operation

It allows you to indicate an arithmetic operation by means of which the current value of each
module generated by the component will be obtained in the preview of the wizard modules. By no
means does it affect the final execution of the generated modules.

It accepts the characters+ - * / ( ) ., numbersandthe oid N macros from which the
values for the operation will be obtained. For example:
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(oid 1 * 100) / oid 2
Satellite execution

It offers the possibility to indicate the execution that a Satellite Server must do for the generated
modules when the wizard is launched from a Satellite Server by using the exec server. This is the
command, plugin or script that should be used in a module_exec of a satellite server.

It accepts the use of macros for the SNMP wizard (they will be detailed later) and of the oid N _
macros to obtain the OIDs used in each module.

The Satellite Server distributes a series of recommended plugins for these components:

- /etc/pandora/satellite plugins/wizard snmp module
- /etc/pandora/satellite plugins/wizard snmp process

Server plugin

Server PRI Blugin .
plugin
I
Target IP 1PMI Plugin
DS Plugin
Password LIDF port check Username
SMTP Check
Additional
. rySOL Flugin Sensor
Options
SMMP remoms
Packet Loss

Wizard SMMP module
Wizard SMMP process

Wizard Wil module

Metwork bandwidth
SNMP

Through this dropdown you may indicate a plugin previously registered in Pandora FMS console,
which will be used by the plugin server with each module generated by the component. The choice
of a plugin shows at the same time the specific fields for its use in the form.

The own plugin fields accept the use of macros for the SNMP wizard and oid N macros to get
the OIDs used in each module.
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Pandora FMS console has a series of already registered plugins recommended for these
components:

- Wizard SNMP module.
- Wizard SNMP process.

For example, when selecting Wizard SNMP module you will get the following fields to fill in:

Scan Type Fixed v Execution type Plugin v
Macros OID
oid 1_| 1361412021460

oid2 1361412021450

® @

Value (_oid_1_* 100} /_oid_2_
operation
Satellite . : - - " , , - . W S

Jetc/pandora/satellite_plugins/wizard_snmp_module -host *_address_"-port *_port_" -version ™_version_" -community *_cc
execution

. Wizard SN dule | Getthe result of an arithmetic

Sarver plugin Wizard SNMP module

operation using several OIDs values.
Port _port_ Host _address_
Community _community_ Version _VErSion_
Username (v3) | _auth_user_ Security level (v3) sec_level_
Authentication _auth_pass_ Authentication method (v3) _auth_method_
password (v3)
Privacy : . .

riv_pass Privacy method (v3 riv_method

password (v3) -Priv_pass_ cy (v3) _priv_method_
Operation Lol " 100)/ _o2_ 0ID list oid_1_. oid_2_

The specific macros for the SNMP wizard components that can be used in the plugin type
execution fields are

e address_:IP address used in the SNMP wizard. This macro will not be replaced when the wizard is
launched in a policy.

_port_: Port used in the SNMP wizard.

_version_: SNMP version used in the SNMP wizard. It can have values 1, 2c or 3.

_community _: SNMP community used in the SNMP wizard.

_sec_level_: SNMPv3 security level used in the SNMP wizard. It may have values noAuthNoPriv,
authNoPriv or authPriv.

_auth _user_: SNMPv3 user used in the SNMP wizard.
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e auth method : SNMPv3 authentication method used in the SNMP wizard. It may have MD5 or SHA
values.

e auth pass_: SNMPv3 authentication password used in the SNMP wizard.

e priv_method_: SNMPv3 privacy method used in the SNMP wizard. It may have DES or AES values.

e priv_pass_: SNMPv3 privacy password used in the SNMP wizard.

WMI wizard

MODULE MAMAGEMENT » REMOTE COMPOMNENT MANAGEMENT

Enabled O Addbydefaut @)
kModule name Module protocol Wi | 1
Module type Eoclean v Component Group | Generzl group -
Madule unit
el [1]
PeffirL (1]
. M | O
Critical
Warning Max| 0
Inverse interval [ Inverss interval [
Description
g
Ecan Type Fizxed v Executiontype | Metwork -
Wil class

Cueery key field {_field_vemi_0_)

Query extra fields
_field wmi_1_
Query filters
5can
Execution

Figld value Hey string
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Network WMI execution

When the type of execution is Network:
WMI class

It allows to specify the WMI class to check. WMI classes are predefined and included in each
namespace from Windows Management Instrumentation® (WMI) core.

Query key field (_field wmi 0 )
Query extra fields (__field wmi 1 )
Query filters - Execution:

This space allows indicating the conditions for the WMI query launched by each module generated
by the component. It accepts the use of macros with the names of the query felds ( FIELDNAME )
to obtain the value of each field log. For instance:

DriveType = 3 AND DevicelID = ' DevicelD °'.

The query is the final execution of a module generated by the component to obtain the free space
of the C: disk unit is:

SELECT DeviceID, FreeSpace FROM Win32 LogicalDisk WHERE DriveType = 3 AND
DeviceID = 'C:'

Field value

Indicate the number of the field of the WMI query from which you want to obtain the module value.
Field 0 is the key field of its class and fields 1, and higher, the additional ones of their class.

Key string
It will allow to convert the module value into boolean (1 or 0) depending on whether the value of

the field indicated in Field value matches the text string indicated in this field.

The Key string option will not be taken into account when
the wizard is launched from a Satellite Server by exec
server
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Scan Type

WMI class

Query key
field {_field_wmi_0_)

Query extra fields

_field_wmi_1_

® @

Query filters
Scan
Execution
Field value
WMI Plugin execution
Lcan Type Crynamic
Wl class
Query key
field {_field_wmi_0_]
Query extra fields
field_wmi_1_
® W
Query filters
Scan

Value operation

Latellite execution

Lerver plugin

Target IP

Password

Additional Options

IPfI Plugin
IPMI Dizvice

pandorafms

Crynamic w

Win32_Processor

DevicelD

LoadPercentage

DevicelD ="'_DevicelD_'

Execution type = Metwork w

1 Key string

w | Plugin to g=t IPMI monitors from a

Execution type Plugin

Username

43/49


https://pandorafms.com/
https://pandorafms.com/
https://pandorafms.com/

When there is a plugin execution:
It has common fields with Network execution until field Scan (Query filters).
Value operation

The main purpose of using plugin type components is to be able to perform operations with the
values of different query fields, such as obtaining the used-disk percentage from the free-disk
bytes and the total disk bytes available.

This field allows to indicate an arithmetic operation with which you will obtain the current value of
each module generated by the component in the wizard's module preview. It does not affect in
any case the final execution of the generated modules.

It accepts the characters+ - * / ( ) ., numbers and the macros with the names of the fields
this type (_ FIELDNAME ), from which the values for the operation will be obtained. For example:

((_ Size - FreeSpace ) * 100) / Size
Satellite execution

It allows to indicate the execution that a Satellite Server should perform for the generated
modules when the wizard is launched from a Satellite Server by using the exec server. It is the
command, plugin or script that must be used in a Satellite server module exec.

It accepts the use of macros for the WMI wizard and of _class _wmi_ macros to obtain the name
of the WMI class and _field wmi_ N_ to obtain the names of the fields of the class used in each
module.

The Satellite Server distributes a recommended plugin for these components:
/etc/pandora/satellite plugins/wizard wmi module.
Server plugin

It allows to indicate a plugin registered in Pandora FMS console that will be used by the plugin
server with each module generated by the component. The choice of a plugin shows at the same
time the specific fields for its use in the form.

The own plugin fields accept the use of macros for the WMI wizard and class wmi macros to
get the name of the WMl class and field wmi N to get the names of the fields of the class
used in each module.

Pandora FMS console has an already registered and recommended plugin for these components:
Wizard WMI module.
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Scan Type Crhynamic w Execution type | Plugin
WMI class Win32_LogicalDisk

Quew HEY =

field (_field_wmi_0 ) DevicelD

Query extra fields

_field_wmi 1_ Size

_field wmi_2_ FreeSpace

® o

Query filters
Scan DriveType = 3
Value operation ((_Size_-_FreeSpace_) * 100) / _Size_
Satellite execution fetc/pandorassatellite_plugins/wizard_wmi_module -host *_address_" -namespace "_namespac
Wizard W iule w Getthe result of an arithmetic
Server plugin Wizard WMI modul
operation using distinct fields in a WMI guer...
Mamespace .
P _Namespace_wimi_ Host _address_
(Optional)
Password _pass_wWmi_ User _USEr_Wmi_
Fields list field_wmi_1__field_wmi_2_ WMI Class _class_wmi_
Operation i f1 - f2)1*100)/ f1_ Query filter (Optional) DevicelD ="' DevicelD'

The specific macros for the WMI wizard components that can be used in the plugin execution fields
are

e address_:IP address used in the WMI wizard. This macro will not be replaced when the wizard is
launched in a policy.

e namespace_wmi_: Namespace used in the WMI wizard.

e user wmi_: User used in the WMI wizard.

e pass wmi_: Password used in the WMI wizard.

The specified fields for WMI Wizard components are:

* **FWMI class**: It refers to the WMI class that will be used in the queries of
the modules generated by the component. For example: //Win32 LogicalDisk//.
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It can be used in other fields from the same form through the macro class wmi .
Query key field (_field wmi 0 )

It is the name of the key field that will be obtained in the WMI query used in the generated
modules. Usually, WMI classes have a key field they always return in any query, whether indicated
or not. That is the field that should be indicated here. For instance, the key field of class
Win32_Processor would be DevicelD.

the name of this field can be obtained in other form fields through the macro field wmi 0 ,
and the value the field has for the WMI query log can be obtained through a macro with the same
field name (_FIELDNAME ). These macros FIELDNAME can be used, among others, in
component Module name and Description fields, to generate names and descriptions dinamically.
For instance, for field DevicelD the macro with value would be DevicelD .

Query extra fields » field wmi N :

In these fields indicate the names of the additional fields that must be used in the WMI query used
in the generated modules.

The names of these fields can be obtained in other form fields through the macros
_field wmi N _, and the values that the fields for each WMI query log have can be obtained
through macros with the same names as those of the fields ( FIELDNAME ). These macros
_FIELDNAME can be used, among others, in Module name and Description component fields, to
generate names and descriptions dinamically. For example for the field FreeSpace the macro with
the value would be FreeSpace .

Query filters - Scan

In this space the conditions for the WMI query launched in the scan are indicated, which will allow
you to obtain one or more logs. E.g.: DriveType = 3.

In WMI wizard components, a different module is generated for each log returned by the WMI scan
query. Based on the examples pruvided up to now, the scan query would obtain the free space of
the disk units from the Windows computer:

SELECT DeviceID, FreeSpace FROM Win32 LogicalDisk WHERE DriveType = 3
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Scan Type

WMI class

Query key
field {_field_wmi_0_)

Query extra fields
_field_wmi_1_
_field_wmi_2_

® o

Query filters

Scan

Component Groups

In order to help sorting and classifying components, component groups have been created.

Cynamic w Execution type

Win32_LogicalDisk

DevicelD

Components are associated to groups when created.

In order to see the existing component groups, go to Resources -» Component groups:

Manage agents

Custom fields

Component groups

Module categories

Module types

Module groups

GIS Maps builder

MNetflow filters

Resource exportation

Insert Data

Resource registration

The already existing groups and their description is shown on screen:

Plugin

W
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MODULE MAMAGEMENT » COMPOMENT GROUP MANAGEMENT

Mame Action

Metwork Management m
Cisco MIBs i)
Catalyst 2500 i
General group ﬁ
Power supphy m
Other ﬁ
Processes ﬁ
Termnperature sensors ﬁ
Storage ﬁ
Disk devices ﬁ
Memory ﬁ
CPU m
Citrie ﬁ
‘ Create # ‘ | Delete ‘

You may view the details on the groups by clicking on their name, delete them by clicking on the
trash icon at the right side, on the Action column, or create new ones by clicking Create at the
bottom. you may also select several of them by their respective selection checkbox and clicking
Delete.

If you intend to create a new components group, click Create and fill out the form fields.
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MODULE MANAGEMENT » COMPOMENT GROUP MANAGEMENT

Mame Parent | Mone -

‘ Create *\‘

General group

Metwork Management
Cisco MIBs

Catalyst 2900

Operating Systems

Just provide a name for the group and determine whether it has a parent among the existing
groups or not. Then click on Create once you are done.

Add as many new components to your newly created component group as you like.

Go back to Pandora FMS documentation index
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